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# Généralités

## Description

Description du traitement automatisé du projet informatique

## But du règlement de traitement des organes fédéraux

Dans le cadre des projets informatiques de l’administration fédérale, le règlement de traitement se fonde sur le concept de sécurité de l’information et de protection des données (SIPD).

L’**organe fédéral responsable et son sous-traitant** (cf. art. 6 de l’ordonnance du 31 août 2022 sur la protection des données [OPDo]) établissent un règlement pour les traitements automatisés en cas :

* de traitement de données sensibles ;
* de profilage ;
* de traitement de données personnelles au sens de l’art. 34, al. 2, let. c, de la loi fédérale du 1er septembre 2023 sur la protection des données (LPD)[[1]](#footnote-1) ;
* d’accès aux données personnelles accordé aux cantons, aux autorités étrangères, aux organisations internationales ou aux personnes privées ;
* d’ensembles de données interconnectés, ou
* d’exploitation d’un système d’information ou de gestion d’ensembles de données conjointement avec d’autres organes fédéraux.

Le Préposé fédéral à la protection des données et à la transparence (**PFPDT**) doit établir un règlement pour tous les traitements automatisés (art. 40 OPDo).

Ce règlement doit notamment contenir des informations sur :

* l’organisation interne ;
* les procédures de traitement de données et de contrôle, et
* les mesures visant à garantir la sécurité des données.

Il contient la liste de tous les documents relatifs à la planification, à la réalisation et à l’exploitation du fichier. Il comporte en annexe le registre des activités de traitement (au sens de l’art. 12 LPD), une analyse d’impact relative à la protection des données personnelles (AIPD, au sens de l’art. 22 LPD) et, s’il existe, un concept SIPD.

Le règlement de traitement a pour but d’assurer la transparence nécessaire du développement et de l’adaptation des systèmes et du traitement électronique automatisé des données personnelles.

La première version du règlement de traitement est disponible à la fin de la phase de conception HERMES.

L’organe fédéral responsable et son sous-traitant doivent assurer la mise à jour régulière du règlement et le mettre à la disposition du conseiller à la protection des données.

## Tailoring

Le règlement de traitement doit être rédigé de manière aussi concise et compréhensible que possible, de sorte que la description du fichier informatique puisse être comprise et évaluée par des profanes (principe).

Le règlement de traitement sera détaillé proportionnellement à l’ampleur et à la sensibilité du traitement des données personnelles. Il doit décrire les principaux aspects du traitement sous l’angle de la protection des données et de la sécurité des informations (sauf si ces informations figurent déjà dans le registre des activités de traitement, dans l’AIPD et dans le concept SIPD). Pour plus de détails, il doit renvoyer à des documents fournissant des informations supplémentaires.

Il est important de ne pas copier le contenu de documents existants, mais d'y faire référence avec des indications précises et de joindre ces documents. Le règlement de traitement ne doit pas être un exercice de copie et de recopie.

Le texte en bleu correspond aux instructions de remplissage du document.

## Outils

L’élaboration du règlement peut s’appuyer sur les outils suivants :

**Outils :**

* [Directives du délégué fédéral à la cybersécurité relatives à la procédure de sécurité et aux outils correspondants à l’échelon de la Confédération, Centre national pour la cybersécurité (NCSC)](https://intranet.ncsc.admin.ch/ncscintra/fr/home/vorgaben-hilfsmittel/sicherheitsverfahren.html)
* [Instruments de légistique, Office fédéral de la justice (OFJ)](https://www.bj.admin.ch/bj/fr/home/staat/legistik/hauptinstrumente.html)
* [Révision totale de la LPD, aperçu des principales modifications en vue de l’élaboration des bases légales concernant le traitement de données par les organes fédéraux, OFJ](https://www.bj.admin.ch/dam/bj/fr/data/staat/gesetzgebung/datenschutzstaerkung/dsg-uebersicht-aenderungen.pdf.download.pdf/dsg-uebersicht-aenderungen-f.pdf)
* [Guide de législation en matière de protection des données, OFJ](https://www.bj.admin.ch/dam/bj/fr/data/staat/legistik/hauptinstrumente/leitfaden-datenschutz.pdf.download.pdf/leitfaden-datenschutz-f.pdf)
* Mesures techniques et organisationnelles (MTO) (dans l'Infothèque Protection des données du PFPDT)

## Approbation

Les signatures d’approbation doivent être apposées avant le début de l’exploitation.

Par sa signature, le conseiller à la protection des données atteste avoir examiné le règlement de traitement. Il a notamment vérifié que le document est intégralement rempli et que toutes les mesures requises sont documentées. Il a vérifié la cohérence des informations et leur exactitude dans le contexte du traitement des données.

Par sa signature, le responsable du traitement approuve le règlement de traitement.

|  |  |
| --- | --- |
| Date / nom / signature **Conseiller à la protection des données** : | …………………………………………………...…... |
| Date / nom / signature **Responsable du traitement** :  | …………………………………………………...…... |
|  |  |

Il est possible d’ajouter des signatures.

Les signatures peuvent aussi être apposées sous forme électronique (dans un PDF).

# Règlement de traitement des organes fédéraux

## Généralités

### Bases légales

Ce chapitre indique les bases légales du traitement de données personnelles dans le fichier conformément à la LPD :

**Art. 34 LPD** Bases légales

1 Les organes fédéraux ne sont en droit de traiter des données personnelles que s’il existe une base légale.

2 La base légale doit être prévue dans une loi au sens formel dans les cas suivants :

a. il s’agit d’un traitement de données sensibles ;

b. il s’agit d’un profilage ;

c. la finalité ou le mode du traitement de données personnelles est susceptible de porter gravement atteinte aux droits fondamentaux de la personne concernée.

3 Pour les traitements de données personnelles visés à l’al. 2, let. a et b, une base légale prévue dans une loi au sens matériel suffit si les conditions suivantes sont réunies :

a. le traitement est indispensable à l’accomplissement d’une tâche définie dans une loi au sens formel ;

b. la finalité du traitement ne présente pas de risques particuliers pour les droits fondamentaux de la personne concernée.

4 En dérogation aux al. 1 à 3, les organes fédéraux peuvent traiter des données personnelles si l’une des conditions suivantes est remplie :

a. le Conseil fédéral a autorisé le traitement, considérant que les droits des personnes concernées ne sont pas menacés ;

b. la personne concernée a consenti au traitement en l’espèce ou a rendu ses données personnelles accessibles à tout un chacun et ne s’est pas opposée expressément au traitement ;

c. le traitement est nécessaire pour protéger la vie ou l’intégrité corporelle de la personne concernée ou d’un tiers et il n’est pas possible d’obtenir le consentement de la personne concernée dans un délai raisonnable.

Si le traitement de données personnelles est confié à un sous-traitant par contrat (d’externalisation, p. ex.) ou en vertu de la législation, il faut, conformément à l’art. 9, al. 1, LPD, que les conditions suivantes soient réunies :

* seuls sont effectués les traitements que le responsable du traitement (l’office, l’unité administrative) serait en droit d’effectuer lui-même ;
* aucune obligation légale ou contractuelle de garder le secret ne l’interdit.

Le responsable du traitement (c’est-à-dire l’organe fédéral responsable) doit en particulier s’assurer que le sous-traitant est en mesure de garantir la sécurité des données (art. 9, al. 2, LPD).

L’**art. 36, al. 5, LPD** prévoit :

que les organes fédéraux peuvent rendre accessibles des données personnelles à tout un chacun au moyen de services d’information et de communication automatisés lorsqu’une base légale prévoit la publication de ces données ou que ces organes communiquent des données sur la base de l’art. 36, al. 3, LPD. Lorsqu’il n’existe plus d’intérêt public à rendre accessibles ces données, elles doivent être effacées du service d’information et de communication automatisé.

### Objet du traitement de données

(Bases: art. 6, al. 3, LPD en relation avec l’art. 1, al. 2, let. b, OPDo, art. 6, al. 4 et 5, 7, al. 3, et 12, al. 2, LPD)

Décrire la finalité, la nature, l’étendue et les circonstances du traitement.

En exposant le contexte, expliquer brièvement pourquoi on souhaite exploiter un système, quels en sont les buts et quelle est la situation visée.

### Catégories de personnes concernées et catégories de données personnelles traitées

(Bases : art. 6, al. 6 et 7, 12, al. 2, et 19 LPD, 1, al. 2, let. a, et 13 OPDo)

Répondre aux questions ci-après sur le contenu des données traitées :

* De quel type sont les données personnelles traitées (données personnelles, données sensibles, profils de la personnalité, autres) ?
* Quels sont les types, les catégories (ou « groupes ») et le nombre de personnes et de données personnelles qui seront traitées ?
* Comment les données personnelles ont-elles été obtenues ?

## Organisation interne

(Bases : art. 9, 10, 12, 13 et 33 LPD et 7, 8, 17, 23 et 25 OPDo)

### Organe fédéral responsable

Donner l’organigramme de l’organe fédéral responsable du traitement et des services (y c. le nombre de collaborateurs) qui traitent les données. Donner notamment la liste nominative du responsable du traitement, du responsable de l’application, du conseiller à la protection des données et du délégué à la sécurité informatique de l’unité organisationnelle (DSIO).

Indiquer les procédures de contrôle et les responsables de la protection des données lorsqu’un organe fédéral traite des données personnelles avec d’autres organes fédéraux, avec des organes cantonaux ou avec des personnes privées.

Si cela ne figure pas déjà dans le concept SIPD ou que celui-ci n’est pas fourni, indiquer aussi qui est responsable de l’application, du réseau, de la base de données, du système d’exploitation, etc., qui contiennent les données.

Informations concernant :

l’organe fédéral responsable :

l’utilisateur DataReg :

le responsable de l’application :

le conseiller à la protection des données :

le DSIO :

le responsable de l’application :

le responsable du réseau :

le responsable de la base de données :

le responsable du système d’exploitation :

### Sous-traitant

Indiquer le sous-traitant responsable et un interlocuteur de référence.

Informations concernant :

le sous-traitant :

l’interlocuteur de référence chez le fournisseur de la prestation / le sous-traitant :

### Utilisateurs et accès aux données

#### Cercle des utilisateurs

Indiquer les catégories (ou « groupes ») de toutes les unités administratives et de tous les services bénéficiant d’un droit d’accès (organes de la Confédération, organes cantonaux, tiers) et décrire brièvement pour quelles tâches légales elles ont besoin d’accéder au fichier.

Le cas échéant, renvoyer ici à la matrice de communication du concept SIPD.

Voici un exemple de représentation possible.
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Systèmes périphériques

| **Nom** | **Description** | **Utilisation** |
| --- | --- | --- |
| eIAM | Système central de gestion des accès et des autorisations de l’administration fédérale  | S’utilise pour l’authentification des utilisateurs et pour l’autorisation grossière (attribution des rôles). |
|  |  |  |
|  |  |  |

**eIAM / Keycloak**

eIAM est le système central de gestion des accès et des autorisations de l’administration fédérale. Il est placé sous la responsabilité de la Chancellerie fédérale et exploité par l’Office fédéral de l’informatique et de la télécommunication (OFIT ; cf. [https://www.eiam.admin.ch/](https://www.eiam.swiss/pages/eiam_fr.html?&l=fr&ll=1https://www.eiam.admin.ch/) ).

#### Droits d’accès

Indiquer et décrire brièvement la nature et l’étendue de l’accès des utilisateurs du fichier et les champs de données. S’il existe déjà une matrice des droits d’accès (ou un concept d’autorisations), l’annexer au règlement de traitement.

#### Rôles

Énumérer les rôles associés aux droits d’accès (collaborateur spécialisé, administrateur, p. ex.) et indiquer l’étendue de l’accès de chaque rôle (consultation, traitement, impression, aucun accès, autres) ?

Voici un exemple de représentation possible.

| **Nom** | **Description** |
| --- | --- |
| Collaborateur spécialisé |  |
| Responsable de l’application |  |
| Administrateur |  |
| … |  |

#### Procédure d’octroi des droits d’accès

Décrire ici les modalités (procédure et responsabilités) d’octroi et de retrait des droits d’accès. Régler les questions suivantes :

* Qui est responsable de l’octroi et du retrait des droits d’accès ?
* Qui vérifie et met à jour régulièrement les droits d’accès octroyés ?
* Quelle est l’étendue du droit d’accès ?
* Existe-t-il une procédure d’octroi et de retrait des droits d’accès ?
* Quelle est cette procédure ?
* Est-elle centralisée ?

## Procédure de traitement des données et de contrôle

(Bases : art. 6 à 10, 12, 13, 16, 19, 21, 22, 24, 25, 28, 33, 36, 37, 41 et 42 LPD ; art. 1 à 4, 6, 9 à 13, 15 à 18, 20, 22, 26, 29 et 30 OPDo)

Thèmes :

Destruction des données dès qu’elles ne sont plus nécessaires au regard des finalités du traitement

Mesures de rectification des données personnelles

Consentement au traitement de données personnelles

Protection des données dès la conception et par défaut

Mesures pour la sécurité des données

Gestion de la sous-traitance

Implication des conseillers à la protection des données

Tenue du registre des activités de traitement

Recours à la certification

Conditions légales de communication de données personnelles à l’étranger

Devoir d’informer lors de la collecte de données personnelles

Devoir d’informer en cas de décision individuelle automatisée

Analyse d’impact relative à la protection des données personnelles

Annonce des violations de la sécurité des données

Organisation du droit d’accès

Droit à la remise ou à la transmission des données personnelles

Contrôle et responsabilité en cas de traitements de données personnelles conjoints

Communication de données personnelles

Opposition à la communication de données personnelles par un organe fédéral

Autres prétentions d’une personne vis-à-vis d’un organe fédéral et procédure

Communication de documents officiels contenant des données personnelles

### Traitement des données personnelles

#### Processus métier

Documenter dans cette rubrique les principaux processus métier associés au fichier et importants sous l’angle de la protection des données, ou les exposer sous forme graphique.

#### Communication de données et interfaces

Illustrer ici par un graphique les interfaces avec d’autres objets à protéger tels que systèmes, applications, etc. On peut aussi renvoyer au concept SIPD s’il comporte une telle vue d’ensemble.

La description des interfaces doit contenir les informations ci-après concernant la transmission des données (communication) :

* Qui a fourni les données personnelles ?
* Qui reçoit les données personnelles ?
* Quelle est la finalité de la transmission des données personnelles ?
* Quelles sont les catégories (ou « groupes ») de données personnelles qui sont transmises ?
* Quelle est la périodicité de la transmission des données personnelles ?
* Qui a lancé la transmission ?
* Quel est le moyen de transmission des données personnelles ?

La description des interfaces devrait indiquer la finalité des transmissions régulières de données personnelles.

#### Vérification des données personnelles saisies

Qui vérifie l’exactitude des données personnelles ? Une procédure spécifique est-elle prévue ? Un examen et une rectification réguliers de ces données sont-ils prévus ?

#### Procédures de traitement des données

Définir et décrire les procédures de rectification, de blocage, d’anonymisation, de sauvegarde, de conservation, d’archivage et de destruction des données.

### Durée de conservation, archivage et effacement

#### Durée de conservation

Régler les questions suivantes :

* Combien de temps les données personnelles ou les catégories (« groupes ») de données personnelles peuvent-elles ou doivent-elles être conservées ?
* Quel est le lieu de conservation des données personnelles, et qui en est responsable ?
* Quand ces données seront-elles effacées ou versées aux Archives fédérales ?

#### Archivage

Détailler ici les modalités organisationnelles et techniques (formats de données, interfaces) de proposition ou de remise des données personnelles aux Archives fédérales.

#### Effacement

À quel moment les données personnelles devenues inutiles sont-elles effacées du fichier ? Cette formulation doit faire l’objet d’une concertation avec le DSIO et le responsable de l’application.

### Droits des personnes concernées

Indiquer notamment à qui la personne concernée doit s’adresser (interlocuteur) et comment se déroule la procédure interne.

Créer les instruments et les procédures permettant d’exercer le droit d’accès, le droit à la remise ou à la transmission des données personnelles, les droits de rectification, de destruction et de blocage, et le droit d’annotation en cas de contestation. Les instruments permettant le blocage de la communication à des tiers doivent être disponibles et utilisables.

Le devoir d’informer lors de la collecte de données personnelles par des organes fédéraux doit être pris en compte et réglé en conséquence.

## Mesures visant à garantir la sécurité des données

(Bases : art. 7, 8, 10, 12, 13, 22, 24 et 33 LPD ; art. 1 à 4, 6, 15 et 25 à 27 OPDo)

Indiquer ici les mesures techniques et organisationnelles garantissant une protection appropriée des données et qui ne figurent pas dans le concept SIPD.
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# Annexe

## Répertoire des activités de traitement

Les responsables du traitement et les sous-traitants tiennent chacun un registre de leurs activités de traitement (art. 12 LPD).

Le registre du responsable du traitement contient au moins les indications suivantes :

* l’identité du responsable du traitement ;
* la finalité du traitement ;
* une description des catégories de personnes concernées et des catégories de données personnelles traitées ;
* les catégories de destinataires ;
* dans la mesure du possible, le délai de conservation des données personnelles ou les critères pour déterminer la durée de conservation ;
* dans la mesure du possible, une description générale des mesures visant à garantir la sécurité des données selon l’art. 8 LPD ;
* en cas de communication de données personnelles à l’étranger, le nom de l’État concerné et les garanties prévues à l’art. 16, al. 2, LPD.

Le registre du sous-traitant contient des indications concernant l’identité du sous-traitant et du responsable du traitement, les catégories des traitements effectués pour le compte du responsable du traitement et au moins les indications suivantes :

* dans la mesure du possible, une description générale des mesures visant à garantir la sécurité des données selon l’art. 8 LPD ;
* en cas de communication de données personnelles à l’étranger, le nom de l’État concerné et les garanties prévues à l’art. 16, al. 2, LPD.

La déclaration du registre est obligatoire pour tous les organes fédéraux (art. 12, al. 4, LPD) et a lieuà la fin de la phase de conception (art. 31, al. 2, OPDo), moment où devient disponible la première version du règlement de traitement.

Les organes fédéraux sont tenus d’actualiser régulièrement ces informations et de déclarer leur registre au PFPDT en utilisation l’application « [DataReg](https://datareg.edoeb.admin.ch/search) » du PFPDT.

Ils doivent annexer au règlement de traitement une copie de la déclaration du registre au PFPDT.

## Analyse d’impact relative à la protection des données personnelles

Lorsque certaines conditions sont réunies, le responsable du traitement doit procéder à une analyse d’impact relative à la protection des données personnelles (art. 22 LPD).

L’analyse d’impact contient une description du traitement envisagé, une évaluation des risques pour la personnalité ou les droits fondamentaux de la personne concernée, ainsi que les mesures prévues pour protéger sa personnalité et ses droits fondamentaux.

Une copie de l’analyse doit être annexée au règlement de traitement.

## Concept d’autorisations / Matrice des droits d’accès

Le concept d’autorisations ou la matrice des droits d’accès doit être annexé au règlement de traitement.

**Exemple** simplifié de matrice d’autorisations :

|  |  |  |  |
| --- | --- | --- | --- |
| Nom du champ de données | Confédération | Canton | Tiers |
|  | UA I | UA II | UA III | … | … | … | Office cant. | … | … | … | … | … | … | … |
|  |
| I. Données de base |
| Nom (s) | A | A | B | … | … | … | A | … | … | … | … | … | … | … |
| Prénom(s) | A | A | B | … | … | … | A | … | … | … | … | … | … | … |
| Date de naissance |  | A | A | … | … | … | A | … | … | … | … | … | … | … |
| Nationalité |  | A | A | … | … | … | B | … | … | … | … | … | … | … |
| … | … | … | … | … | … | … | … | … | … | … | … | … | … | … |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| II. Informations sur le dossier |
| Détenteur du dossier | B | B | B | … | … | … | A | … | … | … | … | … | … | … |
| Statut du dossier | B | B | B | … | … | … |  | … | … | … | … | … | … | … |
| No de référence : | A | B | B | … | … | … | B | … | … | … | … | … | … | … |
| … |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| III. Titre X |
| … |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| … |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| … |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |

**Niveaux d’accès**

A = Consultation

B = Traitement

Case vide = pas d’accès

Autres

**Unités administratives**

UA I : p. ex. service juridique de l’UA concernée

UA II : p. ex. collaborateur spécialisé de l’UA concernée

UA III : p. ex. administrateur de l’UA concernée

…

Office cant. : autorités de police cantonales, p. ex.

…

## Répertoire

Liste de tous les textes pertinents pour le fichier concerné (lois, ordonnances, directives, réglementations, spécifications techniques, etc.). Il faut y ajouter les documents internes au département et / ou à l’office.

|  |  |
| --- | --- |
| Type de document | Titre |
| Lois | Bases légales de l’objet à protéger (à compléter par l’auteur) |
|  | [Loi fédérale du 25 septembre 2020 sur la protection des données (LPD; RS **235.1**)](https://www.fedlex.admin.ch/eli/cc/2022/491/fr) |
|  | [Loi fédérale du 17 décembre 2004 sur le principe de la transparence dans l’administration (loi sur la transparence, Ltrans; RS **152.3**)](https://www.fedlex.admin.ch/eli/cc/2006/355/fr) |
|  | [Loi fédérale du 26 juin 1998 sur l’archivage (LAr ; RS **152.1**)](https://www.fedlex.admin.ch/eli/cc/1999/354/fr) |
| Ordonnances | [Ordonnance du 25 novembre 2020 sur la coordination de la transformation numérique et la gouvernance de l’informatique dans l’administration fédérale (ordonnance sur la transformation numérique et l’informatique, OTNI ; RS **172.010.58**)](https://www.fedlex.admin.ch/eli/cc/2020/988/fr) |
|  | [Ordonnance du 31 août 2022 sur la protection des données (OPDo ; RS **235.11**)](https://www.fedlex.admin.ch/eli/cc/2022/568/fr) |
|  | [Ordonnance du 4 juillet 2007 concernant la protection des informations de la Confédération (ordonnance concernant la protection des informations, OPrI ; RS **510.411**)](https://www.fedlex.admin.ch/eli/cc/2007/414/fr) |
|  | [Ordonnance du 22 novembre 2017 concernant la protection des données personnelles du personnel de la Confédération (OPDC ; RS **172.220.111.4**)](https://www.fedlex.admin.ch/eli/cc/2017/793/fr) |
|  | [Ordonnance du 27 mai 2020 sur la protection contre les cyberrisques dans l’administration fédérale (ordonnance sur les cyberrisques, OPCy ; RS **120.73**)](https://www.fedlex.admin.ch/eli/cc/2020/416/fr) |
| Stratégies | [SN002- Stratégie nationale de protection de la Suisse contre les cyberrisques (SNPC) 2018-2022 – 18.4.2018](https://www.ncsc.admin.ch/dam/ncsc/fr/dokumente/strategie/Nationale_Strategie_Schutz_Schweiz_vor_Cyber-Risiken_NCS_2018-22_FR.pdf.download.pdf/Nationale_Strategie_Schutz_Schweiz_vor_Cyber-Risiken_NCS_2018-22_FR.pdf) |
|  |  |
| Documents internes | Concept d’autorisations |
|  | Représentation du flux de données / diagramme du flux de données |
|  | Architecture informatique |
|  | … |

## Abréviations

|  |  |
| --- | --- |
| Abréviation | Signification |
| al. | alinéa |
| art. | article |
| BP | Bénéficiaires de prestations |
| Concept SIPD | Concept de sécurité de l’information et de protection des données |
| CP | Chef de projet |
| CPDD | Conseillers/conseillères à la protection des données |
| DSIO | Délégué à la sécurité informatique de l’unité organisationnelle |
| let. | lettre |
| LPD | loi fédérale sur la protection des données (RS **235.1**) |
| NCSC | Centre national pour la cybersécurité |
| OPDo | ordonnance sur la protection des données (RS **235.11**) |
| OFJ | Office fédéral de la justice |
| PFPDT | Préposé fédéral à la protection des données et à la transparence |
| TIC | Technologies de l’information et de la communication |
| UA | Unité administrative |
| … | … |

## Définitions

|  |  |
| --- | --- |
| Définition | Signification |
| Traitement | Toute opération relative à des données personnelles, quels que soient les moyens et procédés utilisés, notamment la collecte, l’enregistrement, la conservation, l’utilisation, la modification, la communication, l’archivage, l’effacement ou la destruction de données (art. 5, let. d, LPD). |
| Communication | Le fait de transmettre des données personnelles ou de les rendre accessibles (fart. 5, let. e, LPD). |
| Données sensibles | Données sur les opinions ou les activités religieuses, philosophiques, politiques ou syndicales, sur la santé, la sphère intime ou l’origine raciale ou ethnique, sur les données génétiques, sur des mesures d’aide sociale et sur des poursuites ou sanctions pénales et administratives (art. 5, let. c, LPD). |
| Violation de la sécurité des données | Toute violation de la sécurité entraînant de manière accidentelle ou illicite la perte de données personnelles, leur modification, leur effacement ou leur destruction, leur divulgation ou un accès non autorisés à ces données (art. 5, let. h, LPD). |
| Responsable du traitement | la personne privée ou l’organe fédéral qui, seul ou conjointement avec d’autres, détermine les finalités et les moyens du traitement de données personnelles (art. 5, let. j, LPD). |
| Sous-traitant | La personne privée ou l’organe fédéral qui traite des données personnelles pour le compte du responsable du traitement (art. 5, let. k, LPD). |
| Données personnelles, personne concernée | Toutes les informations concernant une personne physique identifiée ou identifiable (art. 5, let. a et b, LPD). |
| Profilage | Toute forme de traitement automatisé de données personnelles consistant à utiliser ces données pour évaluer certains aspects personnels relatifs à une personne physique, notamment pour analyser ou prédire des éléments concernant le rendement au travail, la situation économique, la santé, les préférences personnelles, les intérêts, la fiabilité, le comportement, la localisation ou les déplacements de cette personne physique (art. 5, let. f, LPD). |
| Profilage à risque élevé | Tout profilage entraînant un risque élevé pour la personnalité ou les droits fondamentaux de la personne concernée, parce qu’il conduit à un appariement de données qui permet d’apprécier les caractéristiques essentielles de la personnalité d’une personne physique (art. 5, let. g, LPD). |
| … | … |

1. **Art. 34** Bases légales :
2 La base légale doit être prévue dans une loi au sens formel dans les cas suivants :
c. la finalité ou le mode du traitement de données personnelles **est susceptible de porter gravement atteinte aux droits fondamentaux** de la personne concernée. [↑](#footnote-ref-1)